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E1 PSTN- Issuel.O

Abstract

TheseApplication Notes describe the procedure to configareEnterprise networkuilt on
Avaya Aur aManaBearsddvawa Aur akE Co mmuAccess&lemen

to interoperate withAudioCodesMediant 3000 gateway to access E1 PSTiéing SIP
trunking

Information in these Application Notes has been obtained through DevConnect coe
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes present a sangalefiguration for a Enterprisenetworkconsisting on

Avaya AuraE SeamlavawnwaMAwnmgEr Communication Mana.
SIP infrastructuréo accesshe PSTNwith AudioCodedMediant3000Gateway usingIP. The
AudioCodedViediant3000is a carriergrade VolP gateway that supports both mediiad

signaling in a single chassis. It provides-aoany voice network connectivity and can deliver

SIP services into legacy PRI, CAS, and SS7 networks, as weltadPRranscoding and

multimedia border element functions, such as SIP mediation feorleedge applications. Its

compact2U high-densitydesignfeatures integrated SS7 termination across multiple gateways,
GUI-based management, and software licensing fsemice capacity expansion

1.1. AudioCodes Mediant 3000

The AudioCodedMediant 3000s a featureich, highly available VolP gateway supporting low

to medium channel densities. TAadioCodesViediant 3000 compact footprint (2@d)lows high
capacity and High Availability whebusiness criticatontact centersequire suchiesilienceThe
AudioCodedViediant 3000 has comprehensive PSTN access capabilities as @ilitasSIP
interworking features that enable the interconnection between enterprises and service providers.
In addition to EAT1 interfaces, thAudioCodedMediant 3000 supports higiensity PSTN

interfaces, such as T3, STMand OC3 to provide the enterprise with lower PSTN lease costs.
The proven interoperability of theudioCodedVlediant 3000 with different PBXs and PSTN
switches facilitates smooth deployment.

Figure 1: Front and Rear Panel Slot Assignment forAudioCodesMediant 3000 Simplex
with 8410 Blades

Legend:
1. Slot 1 front panel: 8410 blade (active bladeAadioCodesMediant 3000 HA only).
2. Slot 2 front panel: SA/KK blade (active blade fgkudioCodedviediant 3000 HA only).
3. Slot 3 front panel: Standby (redundant) 8410 blade (applicable oAlydi@Codes
Mediant 3000 HA). In Simplex mode, this slot is covered with a blank panel.
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Slot 4 front panel: Standby (redundpAlarm and Status blade (applicable only to
AudioCodegViediant 3000 HA). In Simplex mode, this slot is covered with a blank
panel.

Blank panels covering unoccupied slots.

Slot 2 rear panel: RTA8410 providing PSTN E1/T1 (Trunks 1 to 42, or 1 to 16) amal d
Gigabit Ethernet interfaces.

Slot 4 rear panel: RTA8410 providing PSTN E1/T1 (Trunks 43 to 84) interfaces and
Gigabit Ethernet interfaces.

1.2. Interoperability Compliance Testing

The primary focus ofestingis to verify SIP trunking interoperability beégn an Avaya#ura™
SIP-based network anfludioCodedMediant 300@Gateway usingIP. Test cases are selected
exercise a sufficiently broad segment of functionality to have a reasangiaetatiorof
interoperabilityin production configurations.

Basiclnteroperability:

1
1
1

1
1

l

PSTN calls deliveredia theAudioCodedviediant3000to anEnterprise endpoint
PSTN cdls sent viathe AudioCodedViediant 300drom anEnterprise endpoint
Calling with various Avaya telephone models including IP/SIP models as well as
traditional analog and digital TDM phones

Verify ITU-T codecsG.711A G.711MU G.729A G.729Bupport

Various PTSN dialing plans including national and international callingfras]|
operator, directory assistance and direct inward dialed calling

SIPtranspet usingUDP

Advanced Interoperability:

1 Codec negotiation

1 Telephonysupplementaryeatures, such as Hold, Callansfer, Conference Calling and
Call Forwarding

1 DTMF Tone Support

1 T.38 Fax support

1 Voicemail Coverage and Retrieval

9 Direct IP-to-IP Media (alsk n o wn a s )fo&hSIPf Tfuhki Dirgcoieo-IP media
allows compatible phones to reconfigure the RTP path after call establishment directly
between the Avaya phones and gwalioCodesMediant3000Gatewayand release
media processing resources ba Avaya Media Gateway

f EC500 for Avaya Aur®' Communication Manager

1.3. Support

TechnicalSupport orAudioCodesMediant3000Gateway can bebtained througlemail
notification tosupport@audiocodes.com
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2. Reference Configuration

As shown inFigure 1, theAvayaenterprise networkises SIP trunking for call signaling

internally and with théMediant3000Gatewayin order to access the PSTReMediant 00is
managed bysing theweb interface, other administration capabilities are availadéfer; to[15-

18] for additional informationSession Managgewith its SM-100 (Security Module) network
interface, routes the calls between the different entities using SIP Trunks. Allystem calls

are carried over these SIP trunks. Session Manager supports flexibkgystem call routing

based on the dialed number, the calling number and the system location; it can also provide
protocol adaptation to allow mulsendor systems to interoperate. Session Manager is managed
by System Manager via the management netwoskfaute.

Mobile phone

Remote fax — - AudioCodes
-~ Mediant 3000
195.189.192.150
7~

Avaya Aura ™System Manager Sl
120.221.152

CM Access Element

Avaya Aura™ Session Manager \
(193.120.221.153) SIP
(SM100: 193.120.221.154)

Avaya S8730 Media Server

Avaya G650 Media Gateway
(CLAN 193,120.221.132)

4600 Series (MPRO 193.120.221.133)

IP Telephone
H323
Ext 3000

: — s Avaya 2500
p— i Analog
s Ext 3001
1600 Series IP Telephone

> y
Avaya one-X Deskphone Value Edition @
H323 )‘}
Ext 3004

ocal Fax: ext 3001

OneX Communicator X
Sicsne 2420 Series
9600 Series IP Deskphone Digital Phone

<)  one-X Deskphone Edition Ext 3003

H323

Ext 3003

L2 Switch

Figure 2: Sample configuration for Avaya Aura™ Communication Manager and Avaya
Aura™ Session Managewith AudioCodesMediant 3000using SIP Trunking

For the sample configuration shownHFigure 1, Session Manageuns on an Avaya S8510

Server, Communication Managkccess Elementuns on an Avaya S8730 Server with an

Avaya G650 Media Gatewalfor the Communication Manager Access Eleméetrésults in

these Application Notes are applicable to other Communicatemalger Server and Media
Gateway combinations. These Application Notes will focus on the configuration of the SIP
trunks and call routing. Detailed administration of the endpoint telephones will not be described.
Refer to he appropriate documentationSection 10.
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3. Equipment and Software V alidated

The following equipment and software were used for the sample configuration provided:

Avaya Product / Hardware Platform Software Version
Avaya Aura'” Session Manager on Avaya | Avaya Aura'" SessiorManager5.2
S8510 Server 5.2.1.1.521012 5.2.1 SP1

Avaya Aura' System Manager Template | Avaya Aura' System Manages.2
running on Avaya System Platfor&8510 5.2.1.0.521001 05 02 _GA_ 01 Decl0
Server

AvayaAura ™ System Platform on Avaya | Avaya Aura' System Platform
S8510 Server Version 1.1.1.0.2

Avaya Aura™ Communication Manager Avaya Aura™ Communication Manager
Access Elemerit Avaya Media Server S873( R015x.02.1.016.4 patch18250 (SP3)

Avaya G650 Medigateway

IPSI (TN2312BP) TN2312BPHW?28 FWO0A
C-LAN (TN799DP) TN799DP HWO01 FWO08
IP Media Resource 320 (TN2602AP) TN2602AP HW08 FWO05
Analog (TN2793B) TN2793B 000005
Digital line (TN2214CP TN2214CP HW10
Avaya Telephones:
9620 (H323) Avaya oneX ™ DeskphondR3.1
1616 (H323) Release 1.3
4621 (H323) Release R2.9 SP1
Avaya Digital Telephones (2420) N/A
Avaya Aralog (2500) N/A
Avaya OneX Communicator (H323) Release 5.2.0.14
Fax Machine Canon FAX JX500 N/A
AudioCodes
Product /Hardware Platform Software Version
AudioCodesMediant3000chassis quipped
with:
SA/M3K - Alarm, Status and Mediant3000 TP 8410 based software
Synchronization blade 6.00A.014.005
TP8410 blade$ Trunk Pack Firmware load:

RTM-8410, Rear modulgrovingthe I/O TP8410_SIP_F6.00A.014.005.cmp
connections to the supported interfaces
(Gigabit Ethernet and DS1 PSTN).
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4. Configure Av ay a AQommuhication Manager Access
Element

This section provides the procedures for configuring Communication Maas@eAccess
Element Theprocedures include the following areas:

Verify Av ay a RSommanication Managéricense
Configure IPNode Names

Verify/List IP Interfaces

ConfigurelP Codec $t

ConfigurelP Network Region

AdministerSIP Trunls with Avaya Aurd™ Session Manager
ConfigureRoute Patter

ConfigurePublic Unknown Numbering

AdministerAAR Analysis

Administer ARS Analysis

Save Tanslations

=4 =2 =4 _-0_9_9_9_°2_2_-4°._-2-

Throughout lhis section the administration of Communication Managperformedising a
System Access Terminal (SAThe following commands are entered on the system with the
appropriate administrative permissioB®me administration screehave been abbreviated for
clarity. These instructions assurtiat theCommunicatiorManager habeen installed,
configured, licensedndprovisionedwith afunctional dial planRefer to he appropriate
documentation as describedReference 8] and[9] for more detailsin theseApplication

Notes Communication Manager was configured with 4 digit extestRxx for stationsThe

SIP endpoints35xx, administrated by Session Manager, are reachableaaittDiaplan anajsis
canbe verified with thalisplay dialplan analysiscommand.

display dialplan analysis Page 1of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type

30 4 ext
35 4 aar

8 3 dac

9 1 fac

Other nunbersonthe PSTN(accessible from thilediant3000Gateway are reachable vitne
ars table with the use deature access code.9
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4.1. Verify Av ay a AQommunication Manager License

Usethedisplay systemparameters customeroptions commandNavigate toPage 2and
verify that there is sufficient remaining capacity for SIP trunks by comparingaxenum
Administered SIP Trunks field value with the corresponding value in tH8ED column. The
difference between the two values needs to be greater than oteethebtesired number of
simultaneous SIP trunk connectiokerify highlighted value, as shown below

display system - parameters custo mer- options Page 2 of 10
OPTIONAL FEATURES

IP PORT CAPACITIES USED

Maximum Administered H.323 Trunks: 100 0
Maximum Concurrently Registered IP Stations: 18000 2
Maximum Administered Remote Office Trunks: 0 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: 0 0

Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 100 0
Maximum Video Capable IP Softphones: 100 9
Maximum Administered SIP Trunks: 1000 300

If there is insufficient capacity of SIP Trunks or a required feature is not enabled, contact an
authorized Avay&ales representative to make thppropriate changes.

4.2. Configure IP Node Names

As SIP interaction with Session Manager is carried through the security module SM100
interface, in configuring the SIP Trunk on Communication Manager it is necessary to refer to the
SM100 IP address usinghade-name Usethechange nodenames ipcommand tadd the
NameandIP Addressfor the Session Managdn the exampleSM100and193.120.221.154
wereused.

change node - names ip Page 1of 2
IP NODE NAMES
Name IP Address
Gateway001 193.120.221.129
SM100 193.120.221.154
clan 193.120.221.132
default 0.0.0.0
mpro 193.120.221.133
procr 0.0 .0.0

Note: In the examplesomeother values (CLAN, MedPj)chave been already created as per
installation and configuration of Communication Manager
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4.3. Verify/List IP Interfaces

Usethelist ip-interface all command and notiie C-LAN to be used for SIPunksbetween
Communication Managemd Session Manager.

listip - interface all
IP INTERFACES
Net
ON Type Slot Code/Sfx Node Name/ Mask Gateway Node Rgn VLAN
IP - Address
y C-LAN 01A02T N799 D clan /25 Gateway001 1 n
193.120.221.132
y MEDPRO 01A03 T N2602 mpro 125 Gateway001 1 n

193.120.221.13 3

4.4. Configure IP Codec Set

Use thechange ipcodecset ncommandwvheren is thecodec set used in the configuratién.
list of supportedriteroperability compliance tesss presented iSection 1.1 ThelTU G.711A
law isdescribechere. Cafigure the IP Codec Set &dlows:

1 Audio Codec SetG.711A

Retain the default values for the remaining fields

changeip -codec -setl Page 1 of 2
IP Codec Set
Codec Set: 1
Audio Silence  Frames Packet
Codec Suppression Per Pkt Size(ms)
1. G711 A n 2 20
2:
3:

To configure fax gpport, ravigate toPage2 and chang&AX to t.38-standard. Use default
values for all other fieldsSubmit these changes.

change ip -codec -set1 Page 2 of 2
IP Codec Set
Allow Direct - IP Multimedia? n
Mode Redundancy

FAX .38 - standard 0

Modem off 0

TDD/TTY us 3

Clear -channel n 0
MB; Reviewed: Solution & Interoperability Test Lab Application Note 100f 76
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4.5. Configure IP network Region

Usethechange ip-network-region n commandwvheren is the number of the network region
used Set thelntra -region IP-IP Direct Audio andinter -region IP-IP Direct Audio fields to

yes For theCodec Setenter the correspaling audio codec set configuredSection4.4. Set

the Authoritative Domain to the SIP domairRetain the default values for the remaining fields,
and submit these changes.

Note: In the testconfiguration,network region 1 was usedIf a new network ragn is needed
or an existing one is modifie@nsurgo configure it with the correct parameters.

changeip - network -region1 Page 1of 19
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name: Enterprise
MEDIA PARAMETERS Intra -regionIP - IP Direct Audio: yes
Codec Set: 1 Inter -region IP - IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
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4.6. Administer SIP Trunk s with Avaya Aura ™ Session Manager

Two SIP trunk are needdfor the configuration presented in thel§gplication Notes: one for
calls within the Enterprisand another one for calls wikudioCodesViediant 3000To
administer a SIP Trunk on Communicatibtanger, two intermediate steps are requitied
creation of a signaling group aadrunk group.

4.6.1. Add SIP Signaling Group for Calls within the Enterprise

Usetheadd signalinggroup n command, whera is an avdable signaling group maber,for
one of the SIP trunks to ti&ession Manager, and fill in the indicated fields. Default values can
be used for the remaining fields:

1 Group Type: sip

1 Transport Method: tls

1 Near-end Node Name: C-LAN node name fronsection4.2 (i.e., clan).

1 Far-end Node Name: Session Manager node name fr8ection4.2 (i.e.
SM100.

1 Near-end Listen Port: 5061

1 Far-end Listen Port: 5061

1 Far-end Domain: avaya.com

1 DTMF over IP: rtp -payload

9 Direct IP-IP Audio Connection: y

Submit these changes.

add signaling -group 3 Page 1lof 1
SIGNALING GROUP

Group Number: 3 Group Type: sip
Transport Method: tls
IMS Enabled? n

IP Video? n
Near - end Node Name: clan Far - end Node Name: SM100
Near - end Listen Port: 5061 Far - end Listen Port: 5061

Far - end Network Region: 1
Far - end Domain: avaya.com

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? n Direct IP - IP Early Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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4.6.2. Configure a SIP
Add the coresponding trunk

Trunk Group for Calls within the Enterprise
group controlled by this signaling group viatitetrunk -group

n command, whera is an available trunk group numbeerd fill in the indicated fields.

1 Group Type: sip

1 Group Name: A descriptive name (i.ef'o AuraSM)

1 TAC: An available trunkaccess ode (i.e.803)

1 Service Type: tie

1 Signaling Group: The number of the signalirfgr outbound callgi.e. 3)

1 Number of Members: The number of SIP trunks to kalocated to alls routed to
Session Managerraust be within the limitef the totaltrunks
availablefrom licensedverified in Section4.1)

add tr unk-group 3 Page 1 of 21

Group Number: 3
Group N ame: To AuraSM
Direction: two - way
Dial Access? n
Queue Length: 0
Service Type: tie

TRUNK GROUP

Group Type: sip
COR: 1

CDR Reports: y
TN: 1 TAC: 80 3
Outgoing Display? n

Night Service:
Auth Code? n

Signaling Group: 3
Number of Members: 30

Navigate toPage 3and chang&umbering Format to public. Use default values for all other

fields.

add trunk - group 3
TRUNK FEATURES

ACA Assignment? n

Page 3 of 21

Measured: none
Maintenance Tests? y

Numbering Format: public

UUI Treatment: service - provider
Replace Restricted Numbers? n
Replace Unavailable Numbers? n

MB; Reviewed:
SPOC 10/14/2010

Solution & Interoperability Test Lab Application Note

130f 76

©2010 Avaya Inc. All Rights Reserved. AURABS21AE-AC3K




4.6.3. Add SIP Signaling Group for AudioCodes Mediant 3000 gat eway

To accept inbound calls frothe Mediant3000Gateway it is necessary to configures4P
signalinggroup.Usetheadd signalinggroup n command, whera is an available signaling
group number,for one of the SIP trunks to tlf8&essiorManager, and fill in the indicated fields.
Default values candoused for the remaining fields:

1 Group Type: sip
1 Transport Method: tls
1 Near-end Node Name: C-LAN node name fronsection4.2 (i.e. clan)
1 Far-end Node Name: Session Manager node name fr8ectian 4.2 (i.e.
SM100
1 Near-end Listen Port: 5061
1 Far-end Listen Port: 5061
i Far-end Domain: Leave it blank
1 DTMF over IP: rtp -payload
91 Direct IP-IP Audio Connection: vy
add signaling - group 2 Page 1of 1
SIGNALING GROUP
Group Number: 2 Group Type : sip
Transport Method: tls
IMS Enabled? n
IP Video? n
Near - end Node Name: clan Far - end Node Name: SM100
Near - end Listen Port: 5061 Far - end Listen Port: 5061

Far - end Network Region: 1
Far - end Domain:

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP - IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 15

MB; Reviewed: Solution & Interoperability Test Lab Application Note 140f 76
SPOC 10/14/2010 ©2010 Avaya Inc. All Rights Reserved. AURABS21AE-AC3K




4.6.4. Configure a SIP Trunk Group for AudioCodes Mediant 3000
Gateway

Add the corresponding trunk group controlled by this signaling group vedihé&runk -group
n command, whera is an available trunk group numbeerd fill in the indicated fields.

1 Group Type: sip

1 Group Name: A descriptive name (i.&5WInbound)

1 TAC: An available trunk access code (884)

1 Service Type: tie

1 Signaling Group: Number of the signaling group addedSaction 4.63 (i.e. 4)

1 Number of Members: The number of SIP trunks to lkadlocated to alls routed to

Session Manager riust be within the limitof the totaltrunks
availablefrom licensedverified in Secton 4.1)

Note: Thenumber of members determineav many simulataneous calls can be processed by
the trunk through Session Manager.

add trunk - group 4 Page 1of 21
TRUNK GROUP

Group Number: 4 Group Type:  sip CDR Reports: y

Group Name: GW!Inbound COR: 1 TN: 1 TAC: 804

Direction: two - way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n
Signaling Group: 4
Number of Members: 10

Navigate toPage 3and chang&umbering Format to public. Use default values forlabther
fields. Submit these changes.

add trunk - group 4 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none

Maintenance Tests ?y

Numbering Format: public
UUI Treatment: service - provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
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4.7. Configure Route Pattern s

Configure tworoute patterato correspond to the newly added SIP trunk gsougechange
route pattern n command, whera is an available route patteM/hen changing the route
pattern, enter the lowing values for the specified fields, and retain the default values for the
remaining fields. Submit these changes.

1 Pattern Name: A descriptive name (i.etpSessionManagey

1 Grp No: The trunk group number fro®ection 4.6.2
1 FRL: Enter a level that alles access to this trunk, withbeing least
restrictive
change route - pattern 3 Page 1of 3
Pattern Number: 3 Pattern Name: toSessio nManager
SCCAN?n  Secure SI P?n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1. 3 0 n user
2: n user

BCC VALUE TSC CA -TSC ITC BCIE Service/Feature PARM No. Numbering

LAR
012M4W Request Dgts Format
Subaddress
l:yyyyynn unre none
2:yyyyynn rest none

4.8. Configure Publ ic Unknown Numbering

Use thechangepublic-unknown-numbering 0 command to assigmumber presented by
Communication Managéor calls leaving Session Managekdd an entry for th&xtensions
configured in the dialplarEnter the following values for the spged fields, and retain default
values for the remaining fields. Submit these changes.

i ExtLen: Number of digitsof the Extension.e. 4

1 Ext. Code Digits beginning th&xtension numbere. 30

1 Trk Group: Leave it blank (meaning any trunk)

1 CPN Prefix: Leave it blank

1 Total CPN Len Number of digits k.4
change public - unknown - numbering O Page 1of 2

NUMBERING- PUBLIC/UNKNOWN FORMAT
Total
Ext Ext Trk CPN CPN
Len Code Grp(s) Prefix Len
Total Administered: 1

4 30 4 Maximum Entries: 9999
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4.9. Administer AAR Analysis

This section provides sample Automatic Alternate Routing (AAR) used for routing calls with
dialed digits35xx correspondingo SIP endpoint registered on Session Mangget shown in
these Application Noteslse thechange aar analysis @ommandand addan entry to spefy
how to route calls t85xx. Enter the followingvalues for the specified fieldsd retain the
default values for the remaining fields. Submit these changes.

1 Dialed String:  Dialed prefix digts to match on, in this ca8é

1 Total Min: Minimum number ofligits, in this casd
1 Total Max: Maximum number of digits, in this cade
1 Route Pattern: The route pattern number fro8ection4.7i.e.3
1 Call Type: aar
change aar analysis 0 Page 1of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
35 4 4 3 aar
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4.10. Administer ARS Analysis

This section prodes sample Auto Routgelection (ARS) used for routing calls with dialed
digits beginning withO corresponding toational numbers accessible via Mediant300Q Use
thechange as analysis Ocommand and add an entry tesgfy how to route callsEnter the
following values for the specified fields and retain the default values for the remaining fields.
Submit these changes.

1 Dialed String:  Dialed prefix digits to ma&h on, in this casé

1 Total Min: Minimum number of digits, in this case

1 Total Max: Maximum number of digits, in this cag8&

1 Route Pattern: The route pattern number fro@ection 4.7.e.3
1 Call Type: pubu

Note: The additional entriesnay beadded fo different number destinations.

change ars analysis 0 Page 1of 2
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
0 3 25 3 pubu n

4.11. Save Translations

Configuration of Communication Mageris complete. Use th&avetranslations command to
save these changes.

save translation
SAVE TRANSLATION
Command Completion Status Error Code
Success 0
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5. Configure Avaya Aura ' Session Manager

This section provides the procedures for configuBegsion Manageassuming it has been
installed andicensedasdescribedn Reference[3]. The procedures includeldding the
following items

Specify SIPDomain

Add Locations

Add Adaptations

Add SIP Entities

Add Entity Links

Add Routing Policies

Add Dial Patterns

Add Session Manager

= =4 =8 -8 _98_5_95_2

Configuration is accomplished by accessing the browased GUbf SystemManager, using
the URLhttp://<ip -address>EMGR, where<ip-address>is the IP address &ystem
ManagerLog in with the appropriate credentials aaatept the Copyright NoticEhemenu
shown below is displaye&xpand theNetwork Routing Policy Link on the left side as shown.

Wekome, admin Laat Loggd o Wae, 35, 300 1225 4K
Help | Log off

Avaya Alura™ Systemn Manager 5.2

Introduction to Network Routing Policy {NRP)
Metwork Routing Policy consists of several MRP applications like "Domains”, "Locations", "SIP Entities”, etc,

The recommended order to use the MRP applications (that means the overall NRP workflow) to configure vour netweork configuration is as follows:
Step 1t Create "Domains" of type SIP (other MRP applications are referring domains of type SIP),

Step 2: Create "Locations"

[ial Palleins Step 3: Create "Adaptations"
Enlily Links Step 41 Create "SIP Entities"
Lazalians

- SIP Entities that are used as "Cutbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"

Fieqular Exprezsians

- Create all "other SIP Entities” (Session Manager, CM, SIP/PSTN Gateways, SIP Trunks)

- Acsign the appropriate "Locations", "Adaptations" and "Outbound Proxies”
Step 5i Create the "Entity Links"

- Between Session Managers

- Between Session Managers and "other SIP Entities"
Step &1 Create "Time Ranges"

- Align with the tariff information received from the Service Providers

b Sest3ion Manager

Step T: Create "Routing Policies"

Ehartcuts - Assign the appropriate "Routing Drestination” and "Time Of Day"
Cnange Pazswaw (Time Of Day = a=zsign the appropriate "Time Range" and define the "Ranking")
Landing Page Step 2 Creste "Dial Patern”

Help far [mpart Al Dala
Help far Expart &l ala
Help la1 Cammitling canliguiatian Step 9: Create "Regular Expressions"

- Assign the appropriate "Locations" and "Routing Policies” to the "Dial Pattern”
hanges - Assign the appropriate "Routing Policies” to the "Regular Expressions”
Each "Routing Policy” defines the "Routing Destination” [which is a "SIP Entity") as well as the "Time of Day" and its assoeciated "Ranking”,
IMPORTANT: the appropriate dial patterns are defined and assigned afterwards with the help of MRP application "Dial pattern”, That's why thiz everall NRP workflow can be interpreted as
"Dial Pattern driven approach to define routing policies™
That means (with regard to steps listed abowve):
Step Ti "Routing Polices” are defined

Step @ "Dial Pattern” are defined and as=zigned to "Routing Palicies" and "Locations" [one step)

Step 9 "Regular Expressions” are defined and assigned to "Routing Policies" (one step)
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5.1. Specify SIP Domai n

Add the SIP domain for which the communications infrastructure will be authoritBtvihis
by selectingSIP Domainson the left and clicking thew button on the rightThe following
screen will then & shownFill in the following fields and clickCommit.

 Name
' Type
1 Notes

Theauthoritative domain name (eayaya.comn)
Selectsip
Descriptive text (optional)

AVAYA

¢ Asset Management

Communication System
Management

¢ User Management

¢ Monitorng

* Network Routing Policy

Adaptations

Cial Patterns

Entity Links=
Locations

Fegular Expressions
Routing Policies

SIP Entitizs

Time Ranges

Welcarne, admin Last Logaged on at Mar, 26,

Avaya Aura™ System Manager 5.2 czoiniziesaw

Help | Log off

{ SIP Domains

Domain Management

Commitl Cancel |

1 Itermn | Refresh Filter: Enable

MName Type Default Notes
“Gopn) r

* Input Required

e
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5.2. Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside, for
purposes obandwidth manageme A single bcation is added to the configuration for
CommunicatioManager Access ElemerdandMediant3000Gateway To add a location,edect
Locationson the left and click on thidew button on the rightThe following screen will then be
shown.Fill in the following:

UnderGeneral
1 Name: A descriptive name
1 Notes Descriptive text (optional)

1 Managed Bandwidth: Leave the default or customize as describd8]in
UnderLocation Pattern

1 IP Address Pattern A pattern used to logically identify the locatidn these
Application Notesthe pattern selectatkfined the networks
involvede.g.193.120.221.for referring the Enterprise network
and195.189.192.for IP network vhere theMediant3000
Gateway resides.

1 Notes Descriptive text (optional)

The screen belw showsaddition of theEnterprise location, whichincludesall the components
of the compliancenvironmentClick Commit to save.

Welcorme, admin Last Logged an at Jul, 30,
AVAyA Avaya Aura™ System Manager  zoinieam

Help | Log off

= { Location Details

} Asset Management Location Details Cancel |
Communication System
Management c I
F User Management enera
T * Name:
* Network Routing Policy Notes:
Adaptations
Dial Patterns Managed Bandwidth:
Emidiy Linlxs * Awverage Bandwidth per Call: 80| |kbitfzec ;I
* Time to Live (secs): 3600
Regular Expressions
Routing Policies
e —— Location Pattern
SIP Entities Add I Remwel
TIms Ramgas 2 Itemns | Refresh Filter: Enable

Parsonal Settings
[ 1P Address Pattern Notes

b Security

Wlllios. 189, 192.*
*|193,120,221.*

} Session Manager Select : All, Mone [ 0 of 2 Selected )

» Applications r
k Settings I_
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5.3. Add Adaptations

In order to maintaimligit manipulationcentrally on Session Managean adaptation modul&an
be configiredwith anumbering plan offered from tHeSTNService ProviderAlternatively the
numbering plan translation can be implemented irMbdiant3000Gateway Note that the
Digit Conversion for Outgoing Calls from SMwill modify the PAl field in the SIPinvite,
requiring theMediant3000privacy settingo be configureds described ifection6.5.2 To
add an adaptation, under tNetwork Routing Policy selectAdaptations on the left and click
on theNew button on the right. The following screen will thee shown. Fill in the following:
UnderGeneral

1 Adaptation name: A descriptive namee: DigitConversionAdapter

1 Module name From the dropdown list seleBigitConversionAdapter

1 Module Parameter: Leave it blank
UnderDigit Conversion for Incoming Calls to SM

1 Matching Pattern  Thedialed number from the PSTN

1 Min/Max Minimum/Maximum number of digits
1 DeleteDigits Digits to be deleted
1 Insert Digits Digit to be added

1 Address to modify. Selectdestination
UnderDigit Conversion for Outgoing Calls from SM

1 Matching Pattern  The dialed number froranterprise network

1 Min/Max Minimum/ Maximum number of digits
1 DeleteDigits Digits to be deleted
1 Insert Digits Digit to be added

1 Address to modify Selectorigination
The screen belovs the Adaptation detail pag€lick Commit to save the changes

| ., admi d 14,
AVAYA Avaya Aura™ System Manager 5.2 oo LSt egged an £ Apr 13,2040

Help | Log off

ions / Adaptation Details

» Assat Manageme Adaptation Details Cancel

General

* Adaptation name: {DigitCanversionAdapter

Module name: {DigitConversionAdapter

Module parameter:

Egress URI Parameters:

Entity Links

X Notes:
Locations

Reqular Expressions
Routing Policles {Digit Conversion for Incoming Calls to SM7)

SIP Entitizs

Tirne Ranges
[~ Matching Pattern Min Mas Delete Digits  Insert Digits Address to modify | Notes

r§ * * * destination | modifies To: on Inboud )

halenlication Selact ¢ All, Hone (0 of 1 Selected )

} Settings

b Sassion Manager

{Digit Conversion for Outgaing Calls from sﬁ]

Shortcuts AddI Rermove
“hange Passwar d 1ltem Refrash Filtar: Enable
Help for Adaptation Details
fields " Matching Pattem Min Max Delete Digits | Insert Digits Address to modify | Notes
Help for Committing [l (Jf * * * srigination ¥ | modifies P-AL on Gutbound ]
corfigurstion changes
Select 1 All, Hone [ 0 of 1 Selected )
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5.4. Add SIP Entities

A SIP Entity must be addddr SessiorManager and for each Skiased telephony system
supported by it using SIP trunks. In the sample configuraai@iP Entity is added fahe
SessiorManagey the GLAN boardin the Avaya G650 Media Gatewéy the Communication
Manager Access Elemeandthe Mediant3000Gatewayip interface

5.4.1. Adding Avaya Aura ™ Communication Manager Access Element
SIP Entity

To add a SIP Entity,avigateNetwork Routing Policy A SIP Entities on the left and click on
theNew button on the right.
UnderGeneral
1 Name: A descriptive namé.e. CM-AE)
1 FQDN or IP Address. IP address of the signaling interface of CLAN board in the
G650 Media gateway, i.493.120.221.32

1 Type: SelectCM
1 Location: Select one of the locations defined previoustyEnterprise
1 Time Zone Time zone for this entity

Defaults can besed for the remaining field€lick Commit to save SIP Entity definitiorThe
following screen shows admn of Communication Managé\ccess Element

Welcarme, admin Last Logged on at Mar, 26,
TM
AVAyA\ Avaya Aura™ System Manager 5.2 2010 12,25 AM
Help | Log off
arme outing :IF Entities / SIP Entity Details
b Asset Management SIP Entity Details {Carnrnit] Cancell
Communication System
Management General
¢ User Management * Mame: {ZM-AE ¢
¢ Monitoring
* FQDNor IP Address: {193.120.221.132
' Network Routing Policy
Adaptations ype - _I
Cial Patterns Hotes:
Entity Links
Locations Adaptation: =l
Fegular Expressions Location: b
Routing Palicies Time Zone: [Europe/Dublin =1
SIP Dormaing DOverride Port & Transport with DNS r
SIP Entities SR¥:
Tirne Ranges * SIP Timer B /F (in seconds): |4
Personal Settings ctredental name:

P Security call petail Recording: | none ;I

¢ Applications

b Settings SIP Link Monitoring
k Session Manager SIP Link Monitoring: |Use Session Manager Configuration ;I
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5.4.2.

Adding AudioCodes Mediant 3000 Gateway SIP Entity

NavigateNetwork Routing Policy A SIP Entities on the left and click on thidew button on

the right.
UnderGeneral
 Name:
i FQDN or IP Address.

1 Type:

1 Adaptation:
Location:
Time Zone

T
T

A descriptive namé.e. Gateway)

IP addess of the signaling interfacé Mediant3000Gateway,
i.e.208.209.43.59

SelectGateway

Select the adaptation createdSection5.3i.e.
DigitConversionAdapter

Select one of the locations defined previoustyEnterprise
Time zone for this entity

UnderSIP Link Monitoring , configureSIP Link Monitoring asUse Session Manager
Configuration if Mediant 3000 is in simplex configuratiar Link Monitoring Disabled for

Mediant 3000 Gateway in HA

configuratidnefauls can be used for the remaigifields.Click

Commit to save SIP Entity definitio.he screerbelowshowsthe configuration of the SIP

Entity related taMediant300Q

Welcarne, admin Lazt Logged on at Jul, 30,
TM
AVA\/[\ Avaya Aura™ System Manager  zoio e am
5. 2 Halp | Log off
auting Po ' ities f SIP Entity Details
} Asset Management SIP Entity Details Cancel |
Communication System
Management General
F User Managenent + Name: 3
¢ Monitor
Sneenng * FQDN or 1P Address: (195,169,192,150
* Networdk Routing Policy
p— Type: {Gateuay) =
Dial Patterns Notes:
Ertity Linksz
leeetians Adaptation: (DigitConuersionAdapter;I-)
Reqular Exprazsions Location:
Fouting Policies Time Zone: | Europe/Dublin =1
Bl Crarneing Override Port & Transport with
Tirme Ranges * SIP Timer B/F (in seconds): |4
Personal Settings Credential name:
b Security call Detail Recording: | none ;I
¢ Applications
b Settings SIP Link Monitoring
F Session Manager SIP Link Monitoring: {Use Seszion Manager Confiquration! « II
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5.4.3. Adding Avaya Aura ™ Session Manager SIP Entity
NavigateNetwork Routing Policy A SIP Entities on the left and click on thidew button on
the right.
UnderGeneral
1 Name: A descriptive name,e. SessionManager
1 FQDN or IP Address. IP address of the Session Manaigerl93.120.221.154he
SM-100 Security Module

1 Type: SelectSession Manager

1 Location: Select one of the locations defined previously

1 Outbound Proxy: Select the SIP Entity defined previousty Mediant 3000i.e.
Gateway

1 Time Zone Time zone for this entity

Create two Port definitionsne forTLS and one fotJDP. UnderPort, click Add, and then edit
the fields in the resulting new row as shown below:

1 Port Port number on which the system listens for SIP requests
1 Protocol Transport protocol to be used to send SIP requests
1 Default Domain The domain used (e.gyaya.conj

Defaults @n beused for the remaining field€lick Commit to save each SIP Entity definition.
The following screen showhe addition of Session Manager.

Welcome, admin Last Logged on at &pr, 03, 2010 4:35 AM
AVAyA Avaya Aura™ System Manager 5.2 tresmstonanay

Help | Log off

outing SIP En SIP Entity Details

» Asset Management SIP Entity Details Cancell

, Communication System
Management General

» User Management * Mame: »
¥ Monitoring * FQDN or IP Address:
= Network Routing Palicy
Dial Patterns Notes:
Ertity Links
Lacations Location: (Entarprizs )b
Regular Expressians Outbound Proxy:
Routing Policies Tima Zone: =l
S B tredential name:

Time Ranges SIP Link Monitoring
Personal Settings SIP Link Monitoring: |Use Session Manager Configuration |« |
} Security

» Applications

» Settings Entity Links
Entity Links can be modified after SIP Entity is committed.

b Session Manager

Port

Shortcuts (Aad] memoue
Change Password
Help for SIP Entity Details 2 Items | Refresh Filter: Enable
field
1=eE ™ Port Protocol | Default Domain Notes
Help for Carnrmitting
configuration changes  {soen uor =] [sespscom o] )
© {s0e1 TLs 7] [svapa.com =] )

Select 1 All, Hone [ 0 of 2 Selected )
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5.5. Add Entity Links

A SIP trunk betweeSession Manager and a telephony system is described by an Entifyolink.

add an Entity Link, slectEntity Links on the left and click on thidew button on the right. Fill
in the following fields in the new row that is displayed:

1 Name: A descriptive name
1 SIP Entity 1: Selectthe SessioiManager entity
1 Protocol: Select the tnsport protocol betwedDP/TCP/TLS to align withthe

definition on theother end d the link. In these Application Notes
TLS was usedor Communication Manager Access Elemenwhile
UDP or TCP can be usedor Mediant 3000

1 Port: Port number to which thetlzer system sends SIP requests

1 SIP Entity 2: Select the name of the other system

1 Port: Port number on which the other system receives SIP requests
1 Trusted: Check this box, otherwise cafi®m the associated SIP Entity

specfied will be denied

Click Commit to save each Entity Link definitioThe following screen illustrageaddingthe
Entity Link for Communication Manage&ccess Element

Welcome, admin Lazt Logged on at Apr. 07, 2010 9:51
AVAyA Avava Aura™ System Manager 5.2 o fresestenee

Help | Log off

Home / Metwork Routing Palicy / Entity Links

» Asset Management Entity Links Cancell

Communication System
Management

¢ User Management

F Monitoring

1 Itern | Refresh Filter: Enable
* Network Routing Policy
Name SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted = Motes
Adaptations —
*(Em-cmae *{(BezsionManager ] “goen)  +{EmaE = o
Dial Patterns
Entity Links
Lesiens #* Input Required Commitl Cancel |

Regular Expressions

The screen below illustrates adding the Entity LAnudioCodedor Mediant3000SIP Entity.

Welcome, admin Last Logged on st Jul. 30, 2010 1:26
AVAyA Avava Aura™ System Manager 5.2 o tresnstens

Help | Log off
Horm outing Palicy / Entity Links

» Asset Management Entity Links Cancell
» Communication System
Management
¢ User Management
Ealionitoring, 1 Item | Refrezh Filter: Enable
* Mehwork Routing Policy
Name SIP Entity 1 Protocol | Port SIP Entity 2 Port Trusted | Motes
Adaptati ~
Dial Patterns
Cecstion # Input Required Comm\tl Cancell
Regular Expressions
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The screen belowusnmarizes the Entity Links view after the insertion of the tEnet#y Links.

Welcome, admin Last Logged on at Jul, 20, 2010 1:26
AVAyA Avaya Aura™ System Manager 5.2 st

Al

Help | Log off

¢ Asset Management Entity Links

» Communication System

Management Editl Newl Duplicate Delete More Actions 'I Corrmit
¢ User Management

F Monitoring

4 Iterns | Refresh

Filter: Enable
' Mebwork Routing Policy
Adaptations o | Name | SIP Entity 1 | Protocol | Port | SIP Entity 2 Port Trusted MNotes
Dial Patterns |_ SM-CMAE SeszionManager TLS S0&1 ZM-AE S061 ]
Entity Links - SM-CMFS SessionManager TLS S061 CM-FS S061 ]
Locations |_ SM-M3K SeszionManager uop S0&0 Gateway S060 ]
Regular Expressions [ ShM-to-MM SessionManager TCR S0&0 MM-MAS 5060 =

Routing Policies
g Select ; All, None (0 of 4 Selected )
SIP Dormains
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5.6. Add Routing Policies

Routing policies describe the condition under which calls will be routed to the SIP Entities
specified inSection5.4. Two routing policies must be aéd: onefor Communication Manager
Access Elemerdndonefor the Mediant3000Gateway To add a routing policy,edectRouting
Policieson the left and click on thidew button on the right. The following screes displayed.
Fill in the following:
UnderGeneral

1 Enter adescriptive namer Name
UnderSIP Entity as Destination

1 Click Selectand then select the appropriate SIP entity to which this routing policy applies
UnderTime of Day

1 Click Add and select the time range configuredthese Application Notethe

predefined?4/7timerange is used

Defaults can besed for the remaining field€lick Commit to save each Routing Policy
definition. The followingpictureshows the Routing Policy f@ ommunicatiorManagerAccess
Element

Welcome, admin Last Logged on at Apr, 07, 2010 51
Avaya Aura™ System Manager 5.2 o
Help | Log off
Routing Policy Details
b Asset Management Routing Policy Details Cancel |
» Communication System
Management |

¢ User Management Genera
} Monitoring # Mame: {P-to-CM-AE
¥ Metwork Routing Policy Disabled: I_

Adaptations Notes: Routes to CM

Dial Patterns

Entity Links R R .

SIP Entity as Destination

Locations

Regular Expressions

Routing Policies Name FOQDN or IP Address Type MNotes

SIP Dormains CM-AE 193,120,221.,132 M

SIP Entities

Tirme Ranges Time of Day

Perzonal Settings Remouel View Gaps/Overlaps
F Security
) Applications 1 tern | Refresh Filter: Enable
b Settings o Ranking 1 Name 2 Mon Tue Wed Thu Fri Sat Sun Start Time End Time MNotes
EaSessionhlanacsy r o Tai7 [ [ 4 F F = [ n0:00 23159 Always Active
Shortcuts Select : All, Mone [ 0 of 1 Selected )
Change Passward
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The followingscreershows the Routing Polidpr Mediant300Q

Welcome, admin Last Logaed on at Jul, 30,

Avaya Aura™ System Manager 5.2  zoiouzeam

Help | Log off
Routing Policy Details
} Asset Management Routing Policy Details Cancell
Communication System
Management I
b User Management Genera
» Monitoring * name: {RP-2-Mediant3k ) |
* Network Routing Policy Disabled: [

Adaptations Notes: | |

Dial Patternz

Entity Links R R .
SIP Entity as Destination

Locations

Regular Expressions '

Routing Policies Name FQDN or IP Address Type Notes
SIP Domains {Gatewal,l I 195.189.192.150 Sateway

SIP Entities
Tirme Ranges Time of Day
Personal Settings Remouel View Gaps.-"OuerIapsI
} Security
» Applications 1 Item | Refrash Filter: Enable
Seth
b setlings I- Ranking 1 Name 2 . Mon Tue Wed Thu Fr Sat Sun it End Notes
Time Time

F Session Manager

Coo FEF FREF B oo e M

Select : All, Mone [ 0 of 1 Selected )

Shortcuts

Change Password
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5.7. Add Dial Patterns

Dial patterns must be defined that will direct cadishe appropriate SIP Entitin the sample
configuration 4-digit extensions beginning wit0 resideon Communication Managéiccess
Elementandnumbers beginning wit with 3 to 25digits resideon theMediant300Q To add a
dial pattern, seleddial Patterns on the left and click on thidew button on the rightFill in the
following, as shown in the screen below, which correspontieetdial pattern for routocalls
to CommunicatioManagerAccess Element

UnderGeneral
1 Pattern: Dialed number or prefike. 30
T Min: Minimum length of dialed numbele. 4
T Max: Maximum length of dialed numbee. 4

1 SIP Domain: SelectALL

UnderOrigin ating Locations and Routing Policiesdick Add, and then select the appropriate
location and routing policy from the lidbefault values can besed for the remaining fields.
Click Commit to save this dial patterithe following screen shasa samplalial pattern
definition for Communication Managekccess Element

Welcame, admin Last Logged on at Apr, 07, 2010 %51
AVAyA Avaya Aura™ System Manager 5.2 P Fheaassensei

Help | Log off

Home [ Metwork Routing Policy f Dial Patterns / Dial Pattern Details

b Accet Management Dial Pattern Details Cancell

, Communication System
Management

[ T e E—— General

} Monitoring * pattern:

* Network Routing Policy * Min: (1)

Adaptations * Masx: @

Entity Links

Emergency Call: [~

SIP Domain: [-ALL- ~ |)
Locations

Regular Expressions Notes:

Raouting Policies

21IP Demains Originating Locations and Routing Policies

SIP Entities Remove

Time Ranges
1 Itern Refresh Filter: Enable

Persanal Setfings

Securi A . . Routing . ) .
RS I~ oOrginating Location Name 1 f"g':'iah';? . :‘“‘"“‘J ol Rank 2 Policy :"“:“9‘?“"“’ :":fh“z o
» Applications wscation Notes ame i astination olicy Motes
} Sattings AL Any Locations 0 Il CM-AE Routes to CM
> Session Manager selact + All, Mane { 0 of 1 Selectad )
Shortcuts
Change Password Denied Originating Locations
Help for Dial Pattern Details add| Remove
fields
Help for Location and Routing 0 Iterns  Refrezh Filter: Enable
Plicy Lists I~ | Originating Location Notes
Help for Denisd Location
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Repeat the process adding one or more dial pati@rtise PSTN numbers that should be
reached from th#&ediant300Q Fill in the following, as shown in the screen below, which
correspondso the dial pattern for routing calls kdediant300Q

UnderGeneral
i Pattern: Dialed number or prefix i.€
T Min: Minimum length of dialed number i.8.
T Max: Maximum length of dialed number i.24

1 SIP Domain: SelectALL

UnderOriginating Locations and Routing Policies click Add, and then select the appropriate
location and routing policy from the list. Default values can be used for the remaining fields.
Click Commit to save this dial pattern. The following screen shows a saimpldial pattern
definition for PSTN reachable witklediant300Q

Welcome, admin Last Logged on atJul, 30, 2010

Avaya Aura™ System Manager 5.2 1:26 AN

AVAYA

Horne / Metwark Routing Palicy / Dial Patterns / Dial Pattern Details

Help | Log off

k Asset Management

Communication System
4
Management
General

k User Management

Dial Pattern Details

Genel|

» Monitoring * pa“’*"“@
* Metwork Routing Policy * Min: @
Adaptations * Max-
Dial Patterns
Emergency Call: [
Ertity Links
n SIP Domain: {-ALL- - ||
Locations
Fegular Expressions Notes:

Fouting Palicies
SIP Dornains
SIP Entities

Rermove |

1 Itemn | Refresh

Tirne Ranges

Perzonal Settings

Originating Locations and Routing Policies

Filtar: Enable

3 i Originati g - Routi q - Routi
Basecuriby I Originating Lecation Mame 1 - Lq:::galzi:nng Em'h"g (et ey Rank = - P:Iicl;rg gnu‘l;ng;'ohcy Po::cvng
+ Applications Motes ame Disabled estnation MNotes
k Settings |- -ALL- Any Locations a l- Sateway
> Session Manager Select : All, Mone [ 0 of 1 Selected )
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5.8. Add Avaya Aura '™ Session Manager

To complete the configuration, adding the Session Manager will provide the linéageen
SystemManager and Session Managexpand theSession Managemenu on the left and
selectSession ManageAdministration . Then clickAdd, and fill in the fields as described
below and shown in the following screen:

UnderGeneral
1 SIP Entity Name  Select the ame of the SIP Entity added f8ession Manager
1 Description Descriptive comment (djonal)

1 Management Access Pointost Name/IP
Enter the IP address tife SessioManager management interface
UnderSecurity Module
1 Network Mask Enter the network mask corresponding to the IP addreabe of
SM100 interfacdi.e., 255.255.253 28
1 Default Gateway Enter the IP address of the default gatg for SM100nterface
(i.e., 193.120.2211.29

Use default values for the remaining fields. Cl@dmmit to add thisconfiguration toSession
Manager.

Help Log off

welcorne, admin Last Logged an 2t Feb, 09, 2010
AVAyA Avaya Aura™ System Manager 5.2 5:30 P

Manager Administr; / Edit Session Manager

} Asset Management

Communication System Add Session Manager Cancel

» Management
» User Management
General | Security Module | Manitoring | COR | Personal Profile Manager (PPM) - Connection Settings | Event Server |

» Monitoring Expand all| Collapse all

» Network Routing Policy
b Security General *

» Applications SIP Entity Name

» Settings Description

¥ Session Manager & N
Management Access Point Hos!
ession Manager Name /1P 193,120.221,153
Administration

Metwark Canfiguration “Direct Routing to Endpeints |Enable j

Device and Location
Configuration
application Configuration .
Security Module =
Systemn Status

System Tools SIP Entity IP Address [193.120.221.154
*Network Mask [255.255.255.128
*Default Gateway {193.120,221,129

*Call Control PHB |40

Shortcuts

Change Password
Help far Session Manager
Administration *Q0S Priority |6

Help far Page Fields “Speed & Duplex | Auto j
YLAN ID
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6. AudioCodes Mediant 3000 Configuration

This sectiordisplays the configuration for enabling the Mediant 3000 to interoperate with
Session ManageTthe procedures require five distinct operations:

1 Configuring the Media Gatewdyost IPNetwork Parameters

1 Configuring the Media Gateway TDM and TimiRgrameers

1 Configuring the Media Gateway Media Settings

1 Configuring the Media Gateway Telephony/PSTN interf&a@ameters

1 Configuring the Media Gateway SHPotocol Parameters

The Mediant 3000 can be administered using the Native Web Interface or AudioCadestEle

Management System (EMSkgfer to[15], [16] and[17].

Note: This section displays the provisioning that was utilized for this sample configuration, and

does not show exhaustive procedures for administering an initial configuration. In these
Application Notes configuration was accomplished withreb interface.

6.1. Configure the Media Gateway H ost IP Network Parameters

To configure the network parameters clickAxnid Index button to add and index with
Application Type of OAMP + Media + Control and enare thelnterface Mode is set tolPv4
and thatlP Address(i.e. 195.189.192.150Prefix Length (i.e. 24) andGateway ((i.e.
195.180.192.12%are set according to the expected values.

Fa e . TrunkPack 8410 Submit Burn Device Actions v #%  Home Help S Log off
€ 3 AudioCodes e v e & @ - b
|Conf|guratmn‘ Management gtlaj‘\gsgnnsﬁcs ( e —— W
e PEy— Note: Select row index to modify the relevant row
Oasic @ Fal
(T [ enene]
' Index Application TVDE] r Interface Mude] - IP Address ] LE;egtlh Gateway \?E)AN Interface Name
Application Settings 0o O ] L J )
IP Routing Table
QoS Settings
-
SCTF Setting % VLAN Mod Disabl
+| . Media Settings ode et b
#WpSTN Settings Native WLAN ID 1
#I¥557 Configuration % Network Physical Separation Disable v
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Save settings to the device's flash memory and reset the devmerftrming the following

1 Navigate (not shown) to tH®laintenance Actions page ManagementtabA
Management ConfigurationmenuA Maintenance Actions.

1 Under theReset Configurationgroup, from theBurn To FLASH drop-down list, select
Yes and then ctik theResetbutton; the device's new configuration (i.e., global IP
address) is saved (burned) to the flash memory and the device resets and now enters HA
mode (with Active and Redundant blades). The Web interface session terminates (as it's
no longer acessible using the blade's private IP address).

The picture below illustratghe saving process for initial IP configuration.

+ { Reset Configuration |

Reset Board i Reset |
{_Burn To FLASH e v
Graceful Option Mo b

v LOCK / UNLOCK

Lock LOCK
Graceful Option | Mo b
Current Admin State UMLOCKED
» Save Configuration
Burn To FLASH [ BURN

6.1.1. Saving settings

To permanently save settings to the device's flash memory, activifiaitmenance Actions
page ManagementtabA Management ConfigurationmenuA Maintenance Actiong and
click to the buttorBURN underSave Configurationas shown below

w (Save Configuration )
Burn To FLASH BURN

Note: If the value changed is highlighted by a lightning F the setting will take place after
system restart.
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6.2. Configur e the Media Gateway TDM and Timing Parameters

6.2.1. Configure TDM Bus

To configure the TDM Bus settings open #@M page (Configuration ta TDM & Timing
Configuration menuA TDM), configureTDM Bus Type andTDM Bus Speedparameters as
required.(For E1 seff DM Bus Typeto FramesandTDM Bus speedto 8Mbps) Click the

Submit button to save changes.

Comfiguration)| Managemert ?E‘igznmw ( S

Scenarios Search

v TDM Bus

O Basic @ Full % TDM Bus Type

<
——

% TDW Bus Speed

#liinetwork Settings
#|IMedia Settings
#HPSTN Settings
557 Configuration
#@sigtran Configuration

I Definition
'Liﬂp tion Network Setting
(dProxies, Registration, 1P Groups
=l coders And Profile Definitions
Coders

Coder Group Settings
Tel Profile Settings
1P Profile Settings

#d1p Media

Digital PCM Settings

| Isystem Timing

4
Submit

Note: To save the changes to flash memory, reféééation6.1.1

6.2.2. Configure Digital PCM Settings

To configure the digital PCM settinggpen theDigital PCM Settings page Configuration tab
A TDM & Timing Configuration menuA Digital PCM Settings), configure the parameters
as required i.ePCM Law SelectALaw for E1 and tick the Submit button to save changes.

w Digital PCM Settings

& PCM Law Select
% Idle PCM Pattern
& Idle ABCD Pattern

Alaw
213
0=0F

Note: To save the changes to flash memory, reéeSection6.1.1
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6.2.3.

Configure System Timing

To configure the device's system timinghem theSystem Timingpage Configuration tab
A TDM & Timing Configuration menuA System Timing). Configure the parameters as
required. Click thesubmit button to save ctmes.The figure below illustrates the configuration

of system timing where the Mediant 3000 is configured as Master Clock Source as used in these

Application Notes.

Cnnfiguralinn| Management ?S‘\:Sgnuslics

Scenarios Search

O Basic & Full

Bl Network Settings
+lﬁ?l\-hzdia Settings
®IPSTN Settings
Eilss7 Configuration
+Q?Sigt:ran Configuration
+C?Secur\tv Settings
=\ Protocel Configuration
Media Realm Configuration
|Applications Enabling
S Trunk Group
& protocol Definition
+lﬁ?)’\m:»llc:at\on MNetwork Setting
#|i proxies, Registration, IP Groups
=il coders And Profile Definitions
Coders
Coder Group Settings
Tel Profile Settings
L_IIP Profile Settings
| 51P Advanced Parameters
£\l Manipulation Tables
+lﬁ?Routing Tables
+\i pigital Gateway
1P Media
fJTDM & Timing Configuration‘]
TDOM
Digital PCM Settings

®IH Advanced Applications

( System Timing

Basic Parameter List a

| » Mode ‘
Timing Module Mode StandAlone ~ ‘
w Clock Parameters
TDM Bus Clock Source Intemal w
TDM Bus Enable Fallback Manual A
TDM Bus Fallback Clock Scurce Metwork A
TDM Bits Clock Reference 1 v
PLL Out Of Range COR 92to 12 ppm A
TDM Bus Master-Slave Selection SlaveMode b
TOM Bus Net Reference Speed Bkhz ~
TDM Bus Local Reference 1
% TDM Bus PSTN Auto FallBack Clock Disable -
% TODM Bus PSTN Auto Clock Reverting Cisable w
w Timing Module
Reference Validation Time
External Interface Type
Loopback External Ref 1
Loopback External Ref 2

3

v
Submit

Note: To save the changes to flash memory, refed¢ation6.1.1
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6.3. Configure the Media Gateway Media Settings

The Media Settings of the Mediant 3000 Media Gateway can be configured using the web
interface.

6.3.1. Configure the Voice Parameters

Open thevoice Settingspage Configuration tabA Media SettingsmenuA Voice Settings.
SetDTMF Trans port Type to RFC2833 Relay DTMFas shown in figure belovand click the
Submit button to save changes.

(G weveoener s || MRS |
Basic Parameter List a
Scenarios Seatch
-
O Basic G Full ‘oice Volume (-32 to 31 dB) 1]
=@ Network Settings Input Gain (-32 to 31 dB) 0
Silence Suppression Disable A
{OTMF Transport Type RFC2833 Relay DTMF £
Fax/Modem/CID Settings DTMF Volume (-31 to 0 dB) 1
RTP’{RTCP Se.tt\ngs NTE Max Duration -1
IP Media Settings
General Media Settings CAS Transport Type CASEventsOnly v
DSP Templates & DTMF Generation Twist 0
AMR Policy Management Echo Canceller Enable v
Media Security
=@ psTN Settings
*JSS? Configuration
*JS\gtran Configuration
*JSEcurity Settings
= Frrotocol Configuration
*JTDM & Timing Configuration
|8 advanced Applications
v
Submit
Note: To save the changes to flash memory, refed¢ation6.1.1
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6.3.2. Configure the Fax Parameters
To configure FAX support,men theFax/Modem/CID Setings page Configuration tabA
Media SettingsmenuA Fax/Modem/CID Settingg. Set the following values:
1 Fax Transport Mode: Relay/Enable
1 Fax CNG Mode: Enable
1 Fax Relay Max Rate: 33600bpg(note that supportelit rate by theentiresolution
is limited bythe capabilities o€ommunication Manger,
capped at 9600bps)

Click the Submit button tosavechangesThe figure below illustrates the Fax settings on the
Mediant 3000.

( Fax/Modem/CID Settings
- General Settings
(Fa)c Transport Mode RelayEnable A ]
Caller ID Transport Type Mute b
Caller ID Type Standard Bellcore -
.21 Modem Transport Type [Diisable -
.22 Modem Transport Type | Enable Bypass -
V.23 Modem Transport Type Enablz Bypass b
V.32 Modem Transport Type Enable Bypass -
V.34 Modem Transport Type Enable Bypass A
(Fa)c CNG Mode Enable - _]
CNG Detector Mode Disable A
» Fax Relay Settings
Fax Relay Redundancy Depth ]} |
Fax Relay Enhanced Redundancy Depth 4
Fax Relay ECM Enable Enable -
(I-’ax Relay Max Rate (bps) 33600bps - -]
T38 Version T.38 version 0 b
w» Bypass Settings
Fax/Modem Bypass Coder Type |G?‘I1F~.Iaw_5-4 v|
Fax/Modem Bypass Packing Factor |1 |
Fax Bypass Output Gain |D |
Modem Bypass Cutput Gain |D |
«
Submit
Note: To save the changes to flash memory, refeéééation6.1.1
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6.3.3. Configure th e RTP/RTCP Parameters

Verify and configure RTP parameters by openingRR®/RTCP Settingspage Configuration
tabA Media SettingsmenuA RTP / RTCP Setting9. Click the Submit button to save
changesThe figure below illustrates setting use in these sapplication Notes.

Note: To save the changes to flash memory, refeéééation6.1.1
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